The latest Java Updates have caused some not to be able to view the traffic cameras. While we are internally discussing
new ways to deliver the traffic cameras, here is a work around.

1. Open the Control Panel and click on the Java Icon to open the Java Control Panel
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2. Select the Security Tab and click on the Edit Site List button

Java Control Panel il I e e

| General | Update | Java ESECU”T-\"E Advanced N

i Enable Java content in the browser

Security Level

Very High

a

[ High {minimum recommended)

Medium

Java applications identified by a certificate from a trusted authority will be allowed to run.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate
security prompts,

Click Edit Site List. ..
to add items to this list. [

Edit Site List... |

Restore Security Prompis ] [ Manage Certificates. .. ]

Cancel

(o< ]

Apply

3. Click on the Add button to add sites to the Java Exception List



X

Applications launched fram the sites listed below will be allowed to run after the appropriate security
prompts.

Click &dd to add an

item to this list.
Add Remove
b FILE and HTTP protocols are considered a security risk.
We recommend using HTTPS sites where available.

[ o

| [ cancel |

4.

Add http://webvideoserv.deldot.gov, http://deldot.gov, and http://www.deldot.gov by entering each one at a
time, clicking on the add button

S

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

Location

mtn:l:ﬂwebvideoserv.deldot. gov

o
Ul FILE and HTTP protocols are considered a security risk.
We recommend using HTTFS sites where available.

5.

After each entry you should get a warning....click on the continue button for each entry

Security Warning - HTTP Location _ [
Including an HTTP Location on the Exception Site List is N

considered a security risk ¢ ! B

Location: http: fjwebvideoserv.deldot.gov

Locations that use HTTP are a security risk and may compromise the personal information on your
computer. We recommend induding only HTTPS sites on the Exception Site List.

Click Continue to accept this location or Cancel to abort this change.

[ Continue l Cancel |



http://webvideoserv.deldot.gov/
http://deldot.gov/
http://www.deldot.gov/

6. Your Exception List entries should look like the example below. Click OK.

|

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

p———
htip: /fwebvideoserv. deldot. gov

http: {{deldot.gov
http:/fwww.deldot.gow

f’h FILE and HTTP protocols are considered a security risk.
We recommend using HTTPS sites where available.

7. You will then be brought back to the Security Tab and you should now see your entries in the Exception List.
Click Ok.
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Enable Java contentin the browser

Security Level

J.Igj r - Very High

[ High {minimum recommended)

Medium

Java applications identified by a certificate from a trusted authority will be allowed to run.

Exception Site List

Applications launched from the sites listed below will be allowed to run after the appropriate
security prompts.
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8. Go back to the Camera Web page and try to view the traffic cameras. When you click on a camera to view, you
should get this dialog box. Click the Continue button.

-
Security Warning u

Do you want to Continue?
The connection to this website is untrusted.

/ ! Website: htips:/jocsp. verisign. com:8080 '

Mote: The certificate is not valid and cannot be used to verify the identity of this website.
More Information

\I; | contirue | Cancel )

9. Check the checkbox, and click on the Run button.

Security Warning _ ‘

Do you want to run this application?

Publisher: BroadWare Technologies, Inc.

- Locations: http://jwebvideosery. deldot.gov
http://deldot-stage
Running this application may be a security risk
Risk: This application will run with unrestricted access which may put your computer and personal

information at risk. The information provided is unreliable or unknown sa it is recommended not to
run this application unless you are familiar with its source

The certificate used to identify this application has expired.
More Infarmation

Select the box below, then click Run to start the application

{ accept the risk and want to run this application.; Cancel

10. The traffic camera should now be working. If not, email the webmaster using the feedback form at this web
address (http://deldot.gov/information/travel advisory/help/camera help.shtml). The Feedback Form Link is at
the bottom of the web page.



http://deldot.gov/information/travel_advisory/help/camera_help.shtml

